
Steps for validating Digital Signature in output certificate: 

Step 1: User has to check the internet connectivity. Internet connectivity is required to execute the 

following steps. 

Step 2: User has to open the certificate (PDF file). 

Step 3: User has to click on the digital signature in the certificate. A pop up called “Signature Validation 

Status” will open. 

Step 4: User has to click on the “Signature Property” button from the pop up. 

 

Step 5: User has to click on the “Signature Property” button from the pop up and a new pop up called 

“Signature Property” will open. 

 



 

Step 6: User has to click on the “Show Signer’s Certificate” button from the pop up and following screen 

will appear. 

 

Step 7: User has to click on the “Trust” tab from the pop up and following screen will appear. 

 



 

Step 8: User has to click on the “Add to Trusted Certificates” button and following pop up will appear. 

 

Step 9: User has to click on the “Ok” button and following pop up will appear. 

 

Step 10: User has to select the check boxes and click on ‘Ok’ button. 

 



 

Step 11: User has to close the PDF file and reopen again. 

 

 

 

 


